**План мероприятий по обеспечению информационной безопасности обучающихся**

**на 2019-2020 учебный год**

**"Защита детей в интернете"**

|  |  |  |
| --- | --- | --- |
| 1. | Наименование инновационного продукта (тема). | «Защита детей в интернете» |
| 2. | Автор представляемого опыта. | Бугаёва Ирина Юрьевна (зам. директора по УМР МБОУ СОШ № 65, редактор сайта). |
| 3. | Научный руководитель (если есть). Научная степень, звание. | Нет. |
| 4. | Цели внедрения инновационного продукта. | Выявить. теоретически обосновать и внедрить на практике систему защиты детей в интернете. |
| 5. | Задачи внедрения инновационного продукта. | 1.      Выявить возможные угрозы детям в интернете.2.      Спроектировать модель формирования комплекса средств, обеспечивающих безопасность в интернете.3.      Обосновать условия для обеспечения безопасности детей в интернете.4.      Опытным путём проверить эффективность реализации модели комплекса средств, обеспечивающих безопасность обучающихся в интернете. |
| 6. | Основная идея (идеи) предлагаемого инновационного продукта. | 1.      Предложить вариант модели средств, обеспечивающих безопасность в интернете, с помощью которых станет возможным безопасное посещение обучающихся интернета.2.      Провести на школьном сайте обзор технических средств защиты детей в интернете.3.      Проинформировать родителей, с помощью ресурсов школьного сайта, о возможных угрозах для детей в интернете.4.      Проинформировать родителей. с помощью ресурсов школьного сайта, о статистике посещения интернета детьми. |
| 7. | Механизм реализации инновации. | Реализация проекта предполагает 3 этапа (сентябрь-ноябрь 2019-2020 учебного года, декабрь-февраль 2019-2020 учебного года, март-май  2019-2020 учебного года). |
| 8. | 1 этап: | **Подготовительный**(разработка и изучение теоретических основ, необходимых для реализации поставленных задач на данный период |
| 8.1.1 | Сроки. | Сентябрь-ноябрь 2019-2020 учебного года. |
| 8.1.2 | Задачи. | Возможные способы контроля детей в сети. |
| 8.1.3 | Полученный результат. | 1.      «Родительский контроль» от антивирусных вендоров.2.      Отдельные программы «родительского контроля».3.      Операционные системы.4.      «Родительский контроль в интернете.5.      «Родительский контроль» от провайдера. |
| 8.2 | 2 этап: | **Практический**(лекционный материал для ознакомления на сайте школы в разделе «Безопасность в интернете». |
| 8.2.1 | Сроки. | Декабрь-февраль 2019-2020 учебного года. |
| 10.2.2 | Задачи. | Угрозы детям в интернете. |
| 8.2.3 | Полученный результат. | 1.      Установка антивирусного вендора Kaspersky Lab (приводит полный список опасностей для детей в Интернете, а также угроз, которым эти дети могут подвергать родительский компьютер (а так же смартфон, планшет и другие устройства, подключенные к сети): |
| 8.3 | 3 этап: | **Аналитический**, з**аключительный** |
| 8.3.1 | Сроки. | Март-май  2019-2020 учебного года. |
| 8.3.2 | Задачи | Безопасность в социальных сетях. |
| 8.3.3 | Конечный результат. | 1.      Детские порталы.2.      Детские браузеры. |
| 9. | Перспективы развития инновации. | 1.      Транслирование опыта на другие образовательные учреждения. |